BEWARE OF
PHISHING EMAILS

P
HELPFUL TIPS

e Never respond to requests for
personal information via e-mail.
legitimate businesses will never ask
for passwords, credit card numbers,
or other personal information in an
e-mail.

e Do not enter personal information
in a pop-up screen.

e Do not click on any links listed in an
e-mail message. Copy and paste
the URL into your browser.

e Use anti-virus and anti-spyware
software, as well as a firewall, and
update them all regularly.

e Review credit card and bank
account statements as soon ds you
receive them +to check for
unauthorized charges.
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